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• Introduction 

▫ What is cybersecurity?

• Skill Building

▫ Recognizing a secure website

▫ Making passwords strong and memorable

▫ Recognizing and avoiding online scams

• Tips and Tricks 

• Practice

Today’s Agenda
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Introduction

Why do we need to be concerned 

about safety when we’re online?

• We share personal information that we want to 

keep private.

• Fraudsters may try to gain access.
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Cybersecurity:

Personal data is not 

accessible to others.

Devices work properly and 

are free from malware. 

Introduction (continued)



Secure Websites
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Why does a website need to be 

secure? 

• If you’re going to enter personal information, 

you want to keep your information safe.
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Secure Websites (continued)
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Secure Websites (continued)



Personal Accounts
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What kinds of online accounts have 

you created? 

Why would someone create an 

account on a website? 

• You create a personal account so your information is 

accessible only to you.
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Secure Websites (continued)

It’s important to keep your account secure 

on any website
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Activity # 1
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ACTIVITY #1: Secure Websites

Use a Web browser to browse to a website you might use for 

shopping, banking, social media, or something else that 

interests you. 

If you don’t have your own computer, follow along with the 

instructor. 

Website visited: ________________________________________________

Is the website I visited secure? ______ yes ______ no

How did you determine that the website is secure?

1. ________________________________________________________

2. ________________________________________________________



Strong Passwords
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A strong password is one that is hard to guess



Strong Passwords (continued)
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How do you come up with a 

password? 

How do you make it strong and 

secure?



Common Requirements
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Can usually include:

• Numbers

• Uppercase and 

lowercase letters

• Symbols, such as 

punctuation marks



Tips for Strong Passwords
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Don’t use common words like “password”

Don’t include personal information

Don’t use the same password on multiple accounts

and sites

Don’t share with others—keep them private



Tips for Strong Passwords
(continued)
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Make the password longer

Use short phrases that are easier to remember: 

“cowshelpmakecheese”

Hard to 

remember



Keeping Track of Passwords
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How do you remember your 

passwords? 

1. Notebook

2. Password software

3. Phrase



1. Notebook
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Store in a safe and 

secure place

Instead of writing the actual password, write something 

that helps you remember what the password is.



2. Password Software
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3. Phrase
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cowshelpmakecheese
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Activity # 2
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Using the password requirements in the Sign Up form 

above, create a strong password that meets the criteria.
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Cybersecurity:

Personal data is not 
accessible to others.

Online Fraud and Scams

Devices work properly and 

are free from malware. 
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Phishing

Online Fraud and Scams (continued)

Social Engineering



Phishing
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Phishing (continued)
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Social Engineering
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Online Fraud and Scams
(continued)
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What are some examples you’ve 

experienced?

How can you help to stay safe from 

fraudsters?



Tips to Recognize Scams
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Have you heard of the person or organization?

Can you tell who the email message is from?

Does the email have mistakes?

Are they asking for your information?

Are they trying to rush you into a quick action?

Is it too good to be true?
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Have you heard of the person or organization?
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Can you tell who the message is from?
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Are they asking for your information?
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Does the email have mistakes?
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Are they trying to rush you into a quick action?
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Is it too good to be true?



37

Activity # 3
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What are four things in this email that indicate a scam?



Dos and Don’ts to Avoid Scams
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Give any personal information

Reply to or engage with the fraudster

Click any links or buttons

Download any files or attachments

Be skeptical

Read emails carefully

Look up information on your own

Don’t

Do
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Don’t give any personal information.
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Don’t reply to or engage with the fraudster.
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Don’t click any links or buttons.
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Don’t download any files or attachments.
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Do be skeptical.
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Do read emails carefully.
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Do look up information on your own.
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Activity # 4
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Questions
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Anything you want to ask or clarify 

before we end? 



Today you . . . 

▫ learned about cybersecurity.

▫ built skills to:

 recognize a secure website.

 make passwords strong and memorable.

 recognize and avoid online scams.

▫ discovered useful tips to help you stay safe online.

Congratulations! 
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Today’s training is provided by AT&T 

and Public Library Association. 

Visit sherwoodoregon.gov/library and 

digitallearn.org

for more courses and to build confidence using 

technology.
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Provided by AT&T and the Public Library Association.

https://www.sherwoodoregon.gov/library
https://www.digitallearn.org/


Thank you for coming!
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Provided by AT&T and the Public Library Association.


